








Alternative Choice Wireless, LLC

Profit and Loss
January - December 2022

TOTAL

Karen K Boyette LLC 600.00
Kelley Buick GMC 3,270.00
Kelley Lakeland Truck 1,650.00
Kimp Properties 1,040.00
Laframboise Group 2,250.00
Lannie & Sheila Cooper 450.00
LST Group 2,400.00
Lutheran Services 2,370.00
Marty Bowen 630.00
Melissa Lovering 570.00
Midstate Industrial 2,110.00
Midstate Machine 1,050.00
Mineral Developments 1,180.00
Moody Engineering 2,700.00
Moody Law 2,310.00
MR Technologies 1,500.00
NAP Central Florida 3,250.00
Nap of Central Florida 6,500.00
National Staffing Solutions 1,000.00
Ntrepid 9,000.00
Nucor Steel 18,000.00
Oakley Transportation 13,470.00
Omnispring 4,291.92
PalletOne 12,800.00
Peace River Citrus Products 4,500.00
Pennoni Associates 3,300.00
Peterson Myers 11,700.00
Phillip Rucks Nursery 2,580.00
Pinnacle 1,850.00
Piper Aircraft 13,200.00
Plibrico Company 2,880.00
Polk County BOCC 18,524.00
Polk County Sheriff's Office 13,800.00
Port Tampa Bay 3,936.00
Preferred Materials 12,510.00
Prevatte Oil 450.00
Prime Community Management 900.00
Pulp Wash 750.00
Reynolds Services 875.00
Ridgeview Global Studies School 500.00
Sean Ingram 375.00
Silver Properties of Winter Haven 900.00
Six-Ten LLC 16,188.06
312
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Alternative Choice Wireless, LLC

Profit and Loss
January - December 2024

TOTAL
Florida Can Manufacturing 9,000.00
Florida FFA Leadership 2,080.00
Fresh Express 15,744.00
Grifols Shared Services 2,200.00
Harris Rebar 3,250.00
Haven Realty Services 250.00
Heacock Insurance 1,250.00
IF&D Data Suites 5,778.43
Indian Lake Estates 5,700.00
Indigital 8,220.00
IPpay 896,841.66
ITW Professional Auto 5,700.00
Jarrett Ford 1,220.00
KC Industries 425.00
Kelley Buick GMC 6,540.00
Kelley Lakeland Truck 1,925.00
Kimp Properties 1,040.00
Lutheran Services 4,345.00
Maronda Homes 1,400.00
Mineral Developments 3,780.00
MR Technologies 3,000.00
NAP Central Florida 13,000.00
Nap of Central Florida 22,750.00
National Staffing Solutions 9,600.00
Ntrepid 10,500.00
Nucor Steel 23,500.00
Oakley Transportation 10,250.00
Omnispring 6,780.00
PalletOne 3,050.00
Peace River Citrus Products 9,000.00
Pennoni Associates 6,050.00
Perry Oakley House 900.00
Peterson Myers 19,200.00
Phillip Rucks Nursery 2,400.00
Pinnacle 5,958.21
Piper Aircraft 26,400.00
Plibrico Company 5,760.00
Polk County BOCC 46,161.00
Polk County Sheriff's Office 17,450.00
Preferred Materials 24,420.00
Pulp Wash 1,500.00
Reynolds Services 625.00
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PROFESSIONAL
SKILLS

High Performance
Computing and Data
Distribution architecture.

Advanced Network Defense
using both commercial and
open-source tools

Rapid prototyping of iOS
and Android applications
with code signing for
PlayStore and AppStore.

All source rapid
research and
development of
network monitoring,
collection, storage and
retrieval programs and
algorithms

Advanced Computer
Network Exploitation (CNE)
and Computer Network
Operations (CNO)

Reverse engineering and
analysis of iOS and Android
applications and embedded
systems.

Packet-level and bit-stream
network security analysis
and architecture design
Expert knowledge Border
Gateway Protocol (BGP)
with patent pending on BGP
security.

PROFILE

I am an inventor, researcher, public speaker, and entrepreneur
with a proven history in Cyber Security Research and
Development. Spearhead Symantec’s CyberWar Games
simulation environment of which found many zero-day exploits
and vulnerabilities in such devices and systems in the banking,
medical and automation industries. Most notably was the
disclosure of vulnerabilities into modern day election systems in
2016 at BlackHat.

Before Symantec was a Global network exploitation and
vulnerability analyst with experience architecting solutions for
securing the National Security Agency’s worldwide networks and
exploiting networks of interest to U.S. Policy Makers. Served the
NSA in a variety of highly technical environments overseas,
received special recognition for organizing and implementing
successful operations.

Currently owner of Alternative Choice Wireless and NAP of
Central Florida. Brian has grown both companies from startups to
multi-million dollar communications operations. The companies
have services including fiber optic networks, fixed wireless,
licensed microwave, and private LTE cellular data distribution
towers throughout Central Florida.



TECHNICIAL SKILLS EXPERIENCE

m Security Suites: OWNER
OpenVAS/Greenbone, ALTERNATIVE CHOICE WIRELESS
Metasploit, CloudTrail JULY 2012 - PRESENT
m Cloud Infrastructure:
Amazon AWS and full m Architected next generation data delivery network to facilitate high
Amazon suite of products speed Internet and data services to underserved communities of
Florida.

m Network
Management and

e m Established Points of Presents (PoPs) in four colocation facilities that
Monitoring: Snort

enabled the efficient flow of data to major upstream

intrl.lsion detection telecommunications providers.
engine, NMap,
gf:i%vnﬁ ’eTS_hark m Developed custom solutions to manage the onboarding of

customers and the assignment of customer services thus greatly
m Languages/Scripting: reducing onboarding cost and misconfigurations.

Python, BASH, Assembly,

JavaScript, Java

W, . SPECIAL PROJECTS RESEARCH AND DEVELOPMENT
= eb Development: Flask,

Gunicorn, BootStrap NORTONLIFELOCK (SYMANTEC)

ElasticSearch, Kibana JULY 2010 - 2021

m Database development:

LogStash, NoSQL, SQL m Developed next generation application analysis of Android and iOS
Server development using m Research and developed custom security and monitoring tools
MySQL/MS-SQL into Amazon’s suit of products mostly around user-based access

m Operating Systems: OSX; control

Ubuntu; Android and iOS. m Awarded numerous US Patents on derivatives of research
and development.

m Developed CyberWar Games program which was a companywide
global capture the flag event.

m Developed CyberWar Games commercial offering named Cyber



Readiness challenges of which was put on in many countries
around the world

m Leading expert on election security and embedded
industrial control systems making many televisions and
other appearances in media.

SENIOR GLOBAL NETWORK EXPLOITATION AND VULNERABILITY
ANALYST

NATIONAL SECURITY AGENCY

JUNE 2006 - 2010

m Development Team Lead - Intelligence Community mapping and
vulnerability software

m Successfully exploited multiple networks of high interest to US
Policy Makers

m Chief Architect and Senior Analyst for NSA's Incident Response
“*Quick Response” capability

m Provided Tier Ill support of real-time network defense operations

m Leadresponse team to the Middle East to deploy Intrusion Detection
Equipment

m Routinely performed reverse engineering of intrusion set
to ascertain covert communications channels



EDUCATION

MASTER OF SCIENCE - INFORMATION ASSURANCE
NORTH FIELD VERMONT - JUNE 2006

BACHELOR OF SCIENCE - COMPUTER SCIENCE
FLORIDA SOUTHERN COLLEGE  MAY 2003

ASSOCIATES OF SCIENCE - LIBERAL ARTS
POLK COMMUNITY COLLEGE + MAY 2001

HONORS AND SPECIAL ACHIEVEMENTS

Systems and methods for protecting users (2021)
Patent number: 11232457

Bbstract: The disclosed computer-implemented method for
protecting users may include (i) identifying a first light-and-radio
frequency signature that was captured by a security device based
on signals emanating from a mobile computing device at a first time
and location, (ii) identifying a second light-and-radio frequency
signature that was captured by a same or different security device
based on signals emanating from the same mobile computing
device at a second time and location, (iii) determining that the first
light-and-radio frequency signature and the second light-and-radio
frequency signature match such that an inference is made that an
individual possessing the mobile computing device was present at
both the first time and location and the second time and location,



and (iv) performing, based on the inference, a security action to
protect a user. Various other methods, systems, and computer-
readable media are also disclosed.

Systems and methods for improving application analysis (2021)

Patent number: 11062034

Bbstract: The disclosed computer-implemented method for
improving application analysis may include (i) configuring a
computing environment to execute an application such that the
computing environment spoofs a simulated geolocation that is
detected by the application, (ii) performing a dynamic analysis of
how the application behaves within the simulated geolocation, and
(iii) generating a holistic security analysis of the application based
on both a result of the dynamic analysis performed for the
simulated geolocation and an additional result of at least one
additional dynamic analysis performed for a second geolocation
that is distinct from the simulated geolocation. Various other
methods, systems, and computer-readable media are also
disclosed.

Patent - Systems and methods for detecting certificate pinning
(2021)

Patent number: 11044102

Bbstract: The disclosed computer-implemented method for d
detecting certificate pinning may include (i) attempting, by a
security network proxy, to break a network connection between a
client device and a server device, (ii) detecting, by the security
network proxy, whether the network connection between the client
device and the server device is certificate pinned based on a result
of attempting to break the network connection, and (iii) performing
a security action by the security network proxy to protect the client
device at least in part based on detecting whether the network



connection between the client device and the server device is
certificate pinned. Various other methods, systems, and computer-
readable media are also disclosed

Patent - Systems and Methods for Protecting Users (2020)

Patent number: 10805012

Bbstract: The disclosed computer-implemented method for
protecting users may include (i) detecting, by a sensor component,
an electromagnetic signal radiating from an eavesdropping device,
(ii) receiving, by a mobile computing device, information
identifying the electromagnetic signal, and (iii) displaying, by the
mobile computing device, an augmented reality display that
overlays a visual indication of a location of the eavesdropping
device on an image captured by a camera of the mobile computing
device to enable a user to locate the eavesdropping device.
Various other methods, systems, and computer-readable media are
also disclosed.

Presented at BlackHat 2016
Presented at DefCon 2019

Invited to speak at multiple Intelligence partner venues on such
topics as exploitation and defense

Information Technology Directorate Achievement Award 2009
Deployment Achievement Award 2009
Joint Meritorious Unit Award 2008
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